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Abstract- In this paper, we will establish the process toeas the desktops of remote computer systems kgth t
use of a android mobile phone. This process wilsbecessfully carried out by using Virtual Netw@&kmputing
based architecture. A user will be able to accessall as manipulate the desktops of remote comptiteough a
VNC viewer that will be provided on the user's andiphone. Conditions that must be followed th&NC server
must be installed on the personal computer which lpé monitored and it must be connected to a iver
connection
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considered is the remote mechanisms that are ibehef

l. INTRODUCTION for achieve a remote display other devices. Thetmos
VNC represents for Virtual Network Computing. Itas Popular system developed to perform remote device
remote display system which allows you to view &/irtual Networking Computing .
computing ‘desktop’ is not on the machine where i
management but from anywhere on the Internet and a
of a wide variety of machine architectures. The Il. PROPOSED ARCHITECTURE .
introduction of android phones has brought a bange Cellular mobile phones have shown a dramatic
in the technical field related to cellular phonkigw a, IMProvement in their functionality to a point whetes
smart phones are used worldwide and provide mu@@W Possible to have cellular mobile phones execute
better facilities than previously available cellulaJava programs. As a result, cellular users in warkl
phones. These android phones provide features whigAW able to read as well as write the e-mail, beotre
were previously provided by computer systenyVeb pages, and play Java games using their cellular
architecture. In this paper ,we remote computetesys Phones. This trend has prompted us to proposes@e u
within the internet and provide features like degkt Of @ cellular mobile phone as a device for remotely
access, panning and zooming, over viewing ,etc. controlling computers. Virtual Network Computingds

graphically desktop sharing system providing remote

This system will be implemented on Androidcontrol via internet. It supports a controlling
software stack. Android software stack access wariofunctionality by usage the updating of a graphgzaken
packages for networking and it also supply higtirom a controlled device and capturing image. VNC
performance for android cellular phones. The secisi system is based on RFB (Remote Frame Buffer)
maintained by providing verification at the servefrotocol and transmit all information between carted
side.VNC architecture and protocols are used lienc  devices. Transmission is running on one port frange
and server transactions. In the range of remotéraion 5900 that is the VNC protocol .
there are various projects and initiatives desigted
allow remote control between two devices. Although
most of the architectures have the impartial ofticmdn
remotely PCs, there are several enterprise thattaim
control mobile devices. The remote control architezs
powered by manufacturers cover only a part of the
features required for an effective use and usuaiby
implemented as internal solutions. Other aspebeto
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difference is detected to the unit rectangle isoded
and is transferred to the client as usual.

N
U:d':hMR-ml \7'
y l [11. DESIGN OF THE PROPOSED SYSTEM
L= A. Desktop Sharing:
\ Update Response | In this module, the screen of remote desktop wdl b

N shared to android phone. This can be done witlinéie

Chant Network Server of the VNC protocol. The working of VNC protocol is
l ' based on the concept of a remote frame byfRerB).
The X-vnc server program acts as af server. It
accepts connections as well 41 protocol messages
l ' from graphical applications just as any otbeserver.
] i The difference is that dreal” X server has a real
fobmsnllo | |M";°,“';‘|| frame buffer behind it (i.e., a real graphics disp)

whereasX vnc has only an in-memory frame buffer. It
Ul Ewehy b accepts the connections from the VNC viewers and
ramebufier Framebufier R . i

tells the VNC viewer about any changes to its anfe
buffer memory.

B .Panning and zooming:
The user can move the viewport horizontally as asll
vertically. The viewport can be extended (zoom aot)

. ) . browse its contents and contract (zoom in) to éee t
Fig 1:VNC architecture based mobile access display in greater detail ( )

computers

C. Pointing and clicking:
The user can change the place of pointer on thetem
desktop display vertically and horizontally by mieg
The goal of our system is to supply the servicekeys. By pressing a key, dragging can be execuwed t
needed to perform remote connection between andraigecify the start of the dragging operation, thewving
mobile device and desktops. It consumes the egistithe pointer and finally pressing the same key taotk
VNC system in our application. Enhanced encodinthe end of the dragging operation. When the pointer
technique ( RFB) are used to improve systerapproaches, the edge of the view port is alterabtiv
performance. panned to follow the pointer. Clicking mouse bugton
User can be able to transmit the files betweeoan be performed by pressing the integrated keyth®n
mobile device and Desktops. User can able to déeig cellular phone. Double-clicking can be executed by
android phone. User can able to see processess stgiressing a specific key as a prefix.
and services of android device. User can execlge th
services provided by the server. The remote VNC D. Tight:
application can be used to perform remote contfol o
mobile devices with the help of thin client i.e s&top.

A. Mobile VNC Architecture

Tight encoding is a combination of the JPEG and
the Zlib compression mechanisms. It preprocesses th
B. Hierarchical Region Detection Algorithm data to maximize the compression ratio as well as
minimize CPU consumption. This method is also
In the first step of the modified region coding,effective for slow network.
a screen image data is segmented into unit ree@sngl
which are fixed size blocks. Then, difference in  E, Representation of Pixel Data:
detection between current and previous screen isniage Pixel format indicates to the representation ofitial
performed for each unit rectangle. If all valuépiaels colours by pixel principles. The majority of pixe
are identical, the unit rectangle is regarded a&kip formats are 24-bit or 16-bit “true color”, wherd-bnds
block, which does not need to be transmitted. iy anwithin the pixel value translate straight to regeen
and blue intensities and 8-bit “color map” where an
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arbitrary mapping can be used to translate fronelpix

values to the RGB intensities. A rectangle of pitata
will be sent on the lead. Every quadrangle of poeta

is prefixed T Addres of J{Patiic)
by a header generous the X,Y location of the regtan Bors (Dafasltis "200)

on the monitor, the breadth and elevation of the
rectangle, and an encoding type which specifies the
encoding of the pixel information.
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Each configuration you create can have a
nickname which will make it easy to find in thetliff
your VNC server is configured to require a password
enter that password here. Most configuration sgdtin
are stored in a simple database on your device. The
password will only be stored if you chedkeep;
otherwise, you will have to re-enter it when youoal a
configuration. Even if the password is not stonedhe
database, it will remain available on the pageafolong

asandroid-vnc-viewer runs on your device. Here you V. CONCLUSION
should enter the port number of the VNC serversThi . o . . .
field will default to the first VNC port number, 80. This application will provide assistance to the

The client supports a number of color formats, Wwhicsystem administrator in monitoring the tasks. Qutiye
are specified by number of colors/number of bits pghe scope of this system is within Internet areaxtN
pixel. Formats with more bits per pixel provide afer Step will be implementing this system provide file
fidelity to high color depth displays, but use mordransfer. The RFB protocol will be used for theadat
bandwidth (sometimes dramatically more because thé&gnsfer. The VNC architecture will be used for
don't compress as well) and more CPU on your Ardroimplementation of this system. Due to wide use of
device. Not all VNC servers support all color depth android devices, this system will be developed for
OS/X Remote Desktop for example requires 24-ptablets as well as other handheld devices. Thigesys
color. If you are having trouble connecting, tryotirer  Will provide mobility for users for controlling tire

color depth. computer desktops through internet. More facilitesl
features for accessing applications running on temo
IV WORKING desktop from mobile handheld devices will be predd



Thus the extended scope of this system will provee
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helpful in providing mobility and accessing the @m
desktop through the internet.
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